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 Introduction: Qu’est ce qu’Internet?

En 1969, les scientifiques créent Arpanet, le premier réseau informatique entre les ordinateurs indépendants. Dans les années qui suivent ce réseau se développe pour intégrer des ordinateurs d’universités de plusieurs pays.
Internet n’est qu’une évolution d’Arpanet. Le réseau Internet est en réalité une fédération de réseaux privés tous interconnectés grâce au protocole IP (Internet Protocol), spécifié par l’Internet Society (ISOC). L’accès au réseau est ouvert à tout utilisateur ayant obtenu une adresse auprès d’un organisme accrédité. La gestion est décentralisée en réseaux interconnectés. Internet propose des services tels que l’email, la consultation de pages web, le transfert ou l’échange de fichiers; Chaque service internet repose sur un ou plusieurs protocoles.

Définition d’un protocole:

En informatique, un protocole est l’ensemble de règles régissant la connexion d’un système informatique à un réseau (protocole de communication). Formulé autrement, un protocole est une description des règles selon lesquelles deux ordinateurs échangeront des données dans un but précis. Ces règles incluent des informations relatives au contenu des échanges (en gros ce qui est attendu et dans quel ordre, sous quelle forme, etc.) mais aussi à la technique employée pour parachever la communication (en gros, comment convertir en signal électrique adapté au fonctionnement des deux machines).

En fait, il existe plusieurs types de protocoles parmi lesquels on peut distinguer deux: les protocoles de haut niveau et ceux de bas niveau. Un protocole de haut niveau est un protocole portant sur les règles d’organisation de l’information alors qu’un protocole gérant les échanges entre deux interfaces réseaux de ceux machines est un protocole de bas niveau.

Les protocoles les plus importants de l’Internet :
1-Le protocole IP : 

Le protocole IP (Internet protocol) permet d’avoir une adresse logique pour les machines (contrairement aux adresses physiques d’Ethernet). Ces adresses sont fixées par l’administrateur du réseau (ce sont donc des adresses qui permettent d’organiser le réseau indépendamment des machines). Une adresse IP publique est censée être unique dans le monde entier.
Adressage IP : Les adresses IP sont des nombres sur 32 bits dont la représentation usuelle est un groupe de 4 entiers sur 8 bits séparés par des points. Ainsi l’adresse 2262191317 (en décimal) correspond à l’adresse 134.214.76.213 dans la notation usuelle. Les adresses IP sont des adresses logiques qui sont fixées par configuration logicielle de la machine. Une machine a au moins autant d’adresses IP que d’interfaces (cartes) réseaux. Elle peut éventuellement en avoir plus. La configuration que doit posséder une machine pour avoir une connexion IP se résume donc par le fait d’avoir sa propre adresse IP, un masque de sous-réseau, l’adresse IP de la passerelle de sortie (router) et finalement l’adresse IP d’au moins un serveur DNS.

Entête d’un datagramme IP : L’entête d’un datagramme IP a la structure suivante :


· Version (4 bits): indique le numéro de version pour le datagramme IP (4 ou 6). 

· HL (4bits): Header Length, taille de l’entête avec les options. 

· TOS: Type of Service: champs type de service pour IP.

· Taille: taille des données du datagramme (16 bits). 

· ID: identifiant de datagramme, utilisé pour la fragmentation. 

· Flags (3 bits): drapeaux binaires pour la fragmentation (dont bits DF et MF). 

· Offset: offset du datagramme courant dans le datagramme fragmenté.

· TTL: time to live = nombre de sauts maximum sur la route. 

· Protocole: protocole contenu dans les données IP. 

· Total de contrôle: somme de contrôle effectuée sur l’entête. 

· Adresse IP source. 

· Adresse IP destination. 

Décision de routage dans IP : Le réseau local auquel est relié la machine est calculé en effectuant un ‘et’ logique entre l’adresse IP de la machine et son masque de réseau. Pour savoir si une machine destination est dans le même réseau il faut faire la même opération avec l’adresse que l’on souhaite joindre et son propre masque de réseau. Si le résultat est le même alors les deux machines sont dans le même réseau local et la communication peut s’effectuer via le réseau local. Dans le cas contraire la machine source doit envoyer le datagramme au routeur de sortie (dont elle connait l’adresse IP par configuration et qu’elle peut joindre en utilisant le LAN). Le routeur se chargera de trouver le prochain saut et ainsi d’acheminer le datagramme un peu plus loin dans le réseau jusqu’à destination. Le nombre maximum de sauts autorisés (passage de routeurs) est fixé au départ par la valeur du champ TTL(time to live). Si le TTL arrive à 0 pendant le transport, alors le paquet est détruit.
Finalement, il est important de noter que Le protocole IP sert de support pour plusieurs autres protocoles de l’internet comme les protocoles TCP et UDP et ICMP (on parlera de ces protocoles dans le reste de la recherche). 
 2-Le protocole TCP : 
La couche de transport* assure le bon transfert des données. TCP (transmission control protocol  est un protocole de bas niveau utilisé au niveau de cette couche et ayant plusieurs avantages. Citons parmi lesquels :
· TCP temporise les données envoyées sous forme de segments dont la taille est adaptée aux conditions présentes sur le réseau.

· Chaque segment est acquitté par le destinataire pour avoir un transport fiable. 

· La perte de paquets est contrôlée à l’aide de temporisations. 

· Les données sont transmises "en ordre" à l’application. 

· TCP propose un mécanisme de fenêtrage pour ne pas saturer le mémoire de l’application. 

· Les connexions TCP sont bidirectionnelles. 
Un segment TCP a la structure suivante :
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· port* source: port TCP sur la machine source. 

· port destination: port TCP sur la machine destination. 

· numéro de séquence: donne la position du segment dans le flux de données envoyées par l’émetteur. 

· numéro d’acquittement: numéro du dernier octet reçu avec succès augmenté de un. 
· HL: Header Length, permet de savoir s’il y a des options dans l’entête, la taille de l’entête est indiquée en nombre de mots de 32 bits (comme pour le champ HL du datagramme IP). 

· Réservé: bits réservés pour un usage ultérieur.
· Drapeaux: 

· URG: le pointeur de données urgentes est valide. 

· ACK: le numéro d’acquittement est valide (un numéro d’acquittement est envoyé de l’émetteur au récepteur et vice versa pour s’assurer de l’arrivée des données au port destination ou au port source).
· PSH: push, le receveur doit passer les données le plus rapidement possible. 

· RST: reset, réinitialisation de la connexion 

· SYN: synchronisation de numéro de séquence, début de connexion. 

· FIN: signale que l’émetteur a fini d’émettre.  
· taille de fenêtre: c’est un champ de 16 bits qui sert au contrôle de flux en indiquant le nombre d’octets que le récepteur est prêt à accepter. Ainsi l’émetteur augmente ou diminue son flux de données.
· somme de contrôle: somme de contrôle appliquée sur l’entête et les données du segment pour vérifier la validité de l’entête et des données transmises. 

· pointeur données urgentes: c’est un offset positif qui, ajouté au numéro de séquence du segment indique le numéro du dernier octet de données urgentes. 
· Options TCP : la plus couramment utilisée est celle de la taille maximale du segment TCP qu’une extrémité de la connexion souhaite recevoir. Ainsi, lors d’établissement de la connexion il est possible d’optimiser le transfert de deux manières. Sur un réseau à haut débit, il s’agit de remplir au mieux les paquets en fixant une taille tel que le datagramme IP ait une taille inférieure à MTU (maximum transfer unit) du réseau. Par contre, pour un réseau à petit MTU il faut éviter d’envoyer des datagrammes IP qui seront fragmentés car la fragmentation augmente la probabilité de pertes de messages.  

L’établissement et la fermeture d’une connexion TCP se fait selon le diagramme suivant : 
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Explication du diagramme :

L’extrémité demandant l’ouverture de la connexion est le client. Il émet un segment SYN caractérisé par sa MSS1 c'est-à-dire sa taille maximale (maximum segment size) qui est en fait égale à la MTU (le bit SYN est fixé à 1). Ce segment spécifie le numéro du port du serveur avec lequel il veut communiquer. Il expédie également un numéro de séquence initial ISN1. Cette phase est appelée ouverture active et consomme un numéro de séquence. Le serveur répond en envoyant un segment dont les bits ACK et SYN  sont fixés à 1. Ainsi, dans un même segment, il acquitte le premier segment reçu avec une valeur de ACK=ISN1+1 et il indique un numéro de séquence initial ISN2. Cette phase est appelée ouverture passive. Le client doit certainement acquitter ce deuxième segment en renvoyant un segment avec ACK=ISN2+1.

La terminaison d’une connexion peut être commandée par n’importe quelle extrémité et se compose de deux demi-fermetures puisque les flots de données peuvent s’écouler dans les deux sens. L’extrémité qui demande la fermeture (le client dans le diagramme ci-dessus) émet un segment où le bit FIN est fixé à 1 et où le numéro de séquence vaut N. Le récepteur du segment l’acquitte en envoyant en retournant un ACK=N+1 et informe l’application de la demi-fermeture de la connexion. A partir de là, les données ne peuvent transiter que dans un seul sens (de l’extrémité ayant accepté la fermeture vers l’extrémité l’ayant demandée) et dans l’autre seuls les accusés de réception peuvent être transmis. Quand l’autre extrémité veut terminer sa demi-connexion, elle agit de la même manière que précédemment ce qui entraîne une terminaison complète de la connexion. 
Il est important de noter que le transfert de données dans TCP est de deux types essentiels : le transfert interactif dans lequel chaque segment transporte très peu d’octets et le transfert en masse dans lequel chaque segment transporte un maximum d’octets. En fait, une étude en 1991 indique 90% des octets transmis proviennent de données en masse et 10% seulement proviennent de données interactives (Telnet, Rlogin..)* sachant que 90% des paquets des données interactives contiennent moins que 10 octets.
Dans le cas d’un transfert en masse des données, TCP utilise la technique de la fenêtre glissante pour contrôler le flux des échanges. Ceci consiste en un contrôle de bout en bout. Mais il s’agit aussi de réguler le trafic en fonction de la charge des routeurs et du débit des réseaux traversés. Notons que l’ensemble d’un flux de données unidirectionnel d’une machine A  à une machine B est constitué d’une séquence d’octets tous numérotés individuellement. La fenêtre glissante va consister à fixer quels sont les octets appartenant à ce flux que A peut émettre comme c’est illustré dans la figure ci-dessous :
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3-Le protocole UDP :

UDP (user datagram protocol) est un protocole de bas niveau opérant au niveau de la couche de transport. Ce protocole n’utilise pas d’acquittement et ne peut donc pas garantir que les données ont été bien reçues. Il n’ordonne pas les messages si ceux-ci n’arrivent pas dans l’ordre dans lequel ils ont été émis et il n’assure pas non plus le contrôle de flux. Il se peut donc que le récepteur ne soit pas apte à faire face au flux de datagrammes qui lui arrivent. C’est donc à l’application utilisant UDP de gérer les problèmes de pertes de messages, duplications, retards… 
Cependant, UDP fournit un service supplémentaire par rapport à IP, il permet de distinguer plusieurs applications destinatrices sur la même machine par l’intermédiaire des ports Cependant, UDP est un protocole très rapide.
Le format détaillé d’un datagramme IP est le suivant :
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· port source : port de communication (socket) ouvert par l’émetteur. 

· port destination : port de communication côté serveur (destinataire).
· taille: c’est un champ  qui contient sur 2 octets la taille de l’enquête et des données transmises.
· somme de contrôle : somme de contrôle de l’entête UDP. En fait, à la réception, UDP utilise l’adresse IP de destination et l’adresse IP émettrice inscrite dans l’entête du datagramme IP pour calculer à la réception ainsi qu’à l’émission une somme de contrôle qui assure que le datagramme est délivré sans erreur à la bonne machine.
Il est important de noter que UDP est plus tolérant, plus rapide, mais également moins fiable dans sa technique de transmission que TCP. Les données sont émises sans aucune assurance que l’émetteur puisse les recevoir. Chaque paquet est émis sur le réseau avec le maximum de vitesse possible. Si les paquets sont perdus il est impossible pour l’émetteur de le détecter de même que pour le destinataire. En plus, les données peuvent parvenir au destinataire dans un désordre complet suivant la topologie du réseau.
 4-Le protocole ARP :
 Les réseaux locaux sont des réseaux utilisant les adresses physiques des cartes. Par contre, si on ne connaît que l’adresse IP d’une machine il faut pouvoir retrouver son adresse MAC. Le mécanisme de résolution d’adresse proposé ici est le protocole ARP (Address Resolution Protocol) qui permet en deux échanges de trames de retrouver l’adresse MAC d’une machine à partir de son adresse IP.

Le protocole ARP est un protocole de niveau 3 (ce protocole opère au niveau de la couche 3 c'est-à-dire la couche réseau dans le modèle de l’OSI). En fait, il permet au niveau réseau de savoir avec qui il veut communiquer sur le lien Ethernet. Après la résolution ARP, la couche de niveau 3 ne connaît que la taille des identifiants de niveau 2 et des valeurs numériques pour joindre les machines distantes. De cette façon IP peut fonctionner sur plusieurs types de protocoles de niveau 2 sans changer le principe de base de la résolution d’adresse ARP. Les requêtes ARP sont véhiculées dans des trames de niveau 2.
Dans le cas d’un dialogue entre 2 stations 10.23.23.2 et 10.23.23.254, la première étape consiste donc à trouver l’adresse matérielle de la station destinatrice de manière à envoyer les données de la station (en précisant son adresse matérielle plutôt qu’IP). C’est là qu’intervient le protocole ARP, ce protocole va permettre à une station de découvrir l’adresse matérielle d’une autre station. Pour cela, si 10.23.23.2 cherche à contacter 10.23.23.254, la station va avant tout dialogue diffuser (broadcaster) à l’ensemble des stations du réseau un requête ARP. Cette station va recevoir alors cette requête ARP, composée du message suivant: Station 10.23.23.2 d’adresse matérielle xx:xx:xx:xx:xx cherche l’adresse matérielle de la station 10.23.23.254.
Toutes les stations reliées à ce segment analysent alors cette demande, mais seule la station 10.23.23.254 va répondre à cette demande en envoyant le message suivant: Station 10.23.23.254 a pour adresse matérielle yy:yy:yy:yy:yy. Les deux stations 10.23.23.2 et 10.23.23.254 stockeront alors le couple (adresse IP, adresse MAC) obtenu dans un cache dit cache ARP pour ne pas reposer cette question dans le cas d’une nouvelle communication dans un faible délai.
5-Le protocole RTP :
Le but de RTP (real time transfert protocol) est de fournir un moyen uniforme pour transmettre sur IP des données soumises à des contraintes de temps réel (audio, vidéo, ... ). Le rôle principal de RTP consiste à mettre en oeuvre des numéros de séquence de paquets IP pour reconstituer les informations de voix ou vidéo même si le réseau sous-jacent change l'ordre des paquets. 

Plus généralement, RTP permet :

-d'identifier le type de l'information transportée.
-d’ajouter des marqueurs temporels et des numéros de séquence qui sont transportées avec l’information.

-de contrôler l’arrivée à destination des paquets.
De plus, RTP peut être vehiculé par des paquets multicast* afin d'acheminer des conversations vers des destinataires multiples.
RTP permet une gestion des flux multimédias (voix, vidéo) sur IP. RTP fonctionne sur UDP. L'en-tête RTP comporte des informations de synchronisation, de numérotation. Le codage des données dépendra du type de compression. Une entête RTP a la composition suivante :

                                    32 bits  

	V=2
	P
	X
	CC
	M
	Sequence number

	Timestamp

	Identifiant de la source de synchronisation (SSRC)

	Identifiants de la source de contribution (CSRC)


 Voici la signification des différents champs de l'entête : 
· Le champ Version V : Champ de 2 bits de longueur indique la version du protocole (V=2).

· Le champ padding P : Champ d’un bit, si P est égal à 1, le paquet contient des octets additionnels de bourrage (padding) pour finir le dernier paquet. 

· Le champ extension X : Champ d’un bit, si X=1 l'en-tête est suivie d'un paquet d'extension.

· Le champ CSRC count CC : Champ de 4 bits, contient le nombre de CSRC (identifiants de la source de contribution )qui suivent l'entête.

· Le champ marker M: Champ d’un bit, son interprétation est définie par un profil d'application (profile) .
· Le champ payload type PT : Champ de 7 bits, ce champ identifie le type du payload (audio, vidéo, image, texte, html, etc.) 

· Le champ séquence number : Champ de16 bits, sa valeur initiale est aléatoire et il s'incrémente de 1 à chaque paquet envoyé, il peut servir à détecter des paquets perdus.

· Le champ timestamp : Champ de 32 bits, reflète l'instant où le premier octet du paquet RTP à été échantillonné. Cet instant doit être dérivé d'une horloge qui augmente de façon monotone et linéaire dans le temps pour permettre la synchronisation et le calcul de la gigue à la destination. 

· Le champ SSRC : Champ de 32 bits, identifie de manière unique la source, sa valeur est choisie de manière aléatoire par l'application. Le champ SSRC identifie la source de synchronisation (ou dit simplement "la source"). Cet identificateur est choisi de manière aléatoire avec l'intérêt qu'il soit unique parmi toutes les sources d'une même session La liste des CSRC identifie les sources (SSRC) qui ont contribué à l'obtention des données contenues dans le paquet qui contient ces identificateurs. Le nombre d'identificateurs est donné dans le champ CC.
· Le champ CSRC : 32 bits, identifie les sources de contribution.

6)Le protocole RTCP :

Le protocole RTCP (real time transfert control protocol) est basé sur des transmissions périodiques de paquets de contrôle par tous les participants dans la session. C'est un protocole de contrôle des flux RTP, permettant de véhiculer des informations basiques sur les participants d'une session, et sur la qualité de service.

Il est important de noter que RTP (Real time Transport Protocol) et son compagnon RTCP (Real time Transport Control Protocol) permettent respectivement de transporter et de contrôler des flots de données qui ont des propriétés temps-réel. RTP et RTCP sont des protocoles qui se situent au niveau de la couche application (dernière couche du modèle TCP/IP) et utilisent les protocoles sous-jacents de transport TCP ou UDP. Mais l'utilisation de RTP/RTCP se fait généralement au-dessus de UDP. RTP et RTCP peuvent utiliser aussi bien le mode Unicast (point à point) que le mode Multicast (multipoint). Chacun d'eux utilise un port séparé d'une paire de ports. RTP utilise le port pair et RTCP le port impair immédiatement supérieur.

Une entête RTCP comporte les informations suivantes : 

· Le champ version (2 bits) 

· Le champ padding (1 bits) indique qu'il y a du bourrage dont la taille est indiquée dans le dernier octet 

· Le champ reception report count (5 bits): nombre de compte-rendus dans le paquet 

· Le champ packet type (8 bits) 200 pour SR 

· Le champ length (16 bits) longueur du paquet en mots de 32 bits 

· Le champ SSRC (32 bits): identification de la source spécifique à l'émetteur 

· Le champ NTP timestamp (64 bits) 

· Le champ RTP timestamp (32 bits) 

· Le champ sender's packet count (32 bits) 

· Le champ sender's octet count (32 bits) statistiques 

· Le champ SSRC-n (32 bits) numéro de la source dont le flux est analysé 

· Le champ fraction lost (8 bits) 

· Le champ cumulative number of packets lost (24 bits) 

· Le champ extended highest sequence number received (32 bits) 

· Le champ interarrival jitter (32 bits). C'est une estimation de l'intervalle de temps d'un paquet de donnés RTP qui est mesuré avec le timestamp et qui est sous forme d'un entier. C'est en fait le temps relatif de transit entre deux paquets de données. 
La formule pour le calculer est : J=J+(|D(i-1,i)|-J)/16 
L'interarrival jitter est calculé à chaque paquet de donnée reçu par la source SSRC_n. 
i --> Premier paquet 
i-1 --> paquet précédent 
D --> différence 
J --> Second paquet 

· Le champ last SR timestamp (32 bits).
· Le champ delay since last SR (32 bits).
7) Le protocole HTTP :

Le protocole (hypertext transfer protocol) est un protocole de haut niveau. C’est le protocole le plus utilisé depuis 1990. La version 0.9 de HTTP était uniquement destinée à transférer des données sur Internet (en particulier des pages Web écrites en HTML). La version 1.0 du protocole (la plus utilisée) permet désormais de transférer des messages avec des en-têtes décrivant le contenu du message. Le but du protocole HTTP est de permettre un transfert de fichiers (essentiellement au format HTML) localisés grâce à une chaîne de caractères appelée URL entre un navigateur (le client) et un serveur Web (appelé d'ailleurs httpd sur les machines UNIX). 

Communication entre navigateur et serveur : 

La communication entre le navigateur et le serveur se fait selon deux étapes essentielles :

Etape1 : le navigateur effectue une requête HTTP.

Etape2 : le serveur traite la requête et envoie à son tour une réponse HTTP.

Ces deux étapes sont observées dans le schéma ci-dessous.

[image: image6.png]Protocoles TCP/IP

sto| _Envoides
Requate| —EnvOlds
en-tétes HTTP

envol des en-tetes|
HTTP de sponse

décode

Client
(navigatear)

Serveur

Web

localisttion da fichier

Cation 4o en-tetes
Formatage desdonnas




La requête HTTP : Une requête HTTP est un ensemble de lignes envoyé au serveur par le navigateur. Elle comprend :
1) une ligne de requête : c'est une ligne précisant le type de document demandé, la méthode qui doit être appliquée, et la version du protocole utilisée. La ligne comprend trois éléments devant être séparés par un espace et qui sont la méthode, l’URL et la version du protocole utilisé par le client.

2) Les champs d'en-tête de la requête: il s'agit d'un ensemble de lignes facultatives permettant de donner des informations supplémentaires sur la requête et/ou le client (Navigateur, système d'exploitation, ...). Chacune de ces lignes est composée d'un nom qualifiant le type d'en-tête, suivi de deux points (:) et de la valeur de l'en-tête.
3) Le corps de la requête: c'est un ensemble de lignes optionnelles devant être séparées des lignes précédentes par une ligne vide et permettant par exemple un envoi de données par une commande POST lors de l'envoi de données au serveur par un formulaire. 

La réponse HTTP: Une réponse HTTP est un ensemble de lignes envoyées au navigateur par le serveur. Elle comprend : 

1) Une ligne de statut: c'est une ligne précisant la version du protocole utilisé et l'état du traitement de la requête à l'aide d'un code et d'un texte explicatif. La ligne comprend trois éléments devant être séparés par un espace et qui sont la version du protocole utilisé, le code de statut et la signification de ce code.
2) Les champs d'en-tête de la réponse: il s'agit d'un ensemble de lignes facultatives permettant de donner des informations supplémentaires sur la réponse et/ou le serveur. Chacune de ces lignes est composée d'un nom qualifiant le type d'en-tête, suivi de deux points (:) et de la valeur de l'en-tête.
3) Le corps de la réponse: il contient le document demandé.

8) Le protocole RIP :

RIP signifie routing information protocol (protocole d’information de routage). C’est un protocole du type Vector Distance, c’est-à-dire que chaque routeur communique aux autres routeurs la distance qui les sépare (le nombre de sauts qui les sépare). Ainsi, lorsqu’un routeur reçoit l’un des messages il incrémente cette distance de un et communique le message aux autres routeurs directement accessibles. Les routeurs peuvent conserver de cette façon la route optimale d’un message en stockant l’adresse du routeur suivant dans la table de routage de telle façon que le nombre de sauts pour atteindre un réseau soit minimal. Toutefois, ce protocole ne prend pas en compte que la distance entre deux machines en termes de saut, mais il ne considère pas l’état de la liaison afin de choisir la meilleure bande passante.
Conclusion :

Les protocoles de l’internet sont des outils importants dans l’organisation de la transmission de données entre un émetteur et un récepteur afin que les données récupérées à la réception soient le plus proche possible de celles à l’émission. Notons que ces données peuvent être des pages HTML ainsi que des images. C’est pour cela il est important d’avoir une idée générale du fonctionnement de chaque protocole bien que l’usage de ces protocoles soit géré par des logiciels spécialisés dans lesquels sont encapsulées les requêtes protocolaires.
Annexe 

1) Couche de transport : c’est la couche numéro 3dans la pile IP formée de quatre couches qui sont : la couche réseau, la couche Internet, la couche transport et la couche application.

2) Port : un port est une destination abstraite sur une machine qui sert d’interface à l’application pour émettre et recevoir des données.
3) Telnet et Rlogin : ce sont des ports services utilisés pour les protocoles UDP et TCP.
4) Adresse multicast : l’adressage multicast est employé pour s’adresser une seule fois à un groupe de machines.

Bibliographie :
-Sites : 1) www.commentcamarche.net/internet/rtcp.php3 - 38k.
              2) www.run.montefiore.ulg.ac.be/CSS/internet.Avril.99/info.html - 15k.
             3) piaf.grenouille.com/spip.php?article156 - 17k.
             4) www.commentcamarche.net/internet/http.php3 - 48k.
-Cours : Introduction aux réseaux informatiques écrit par madame Carole Bassil.
PAGE  
12

